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Preliminary question that needs to be asked of the community: “What do you want from 
your police?” 

1. We have not experienced a local outcry for police to have BWC’s. 
2. There is a national outcry for police to have BWC’s 
3. Analogous to having an insurance policy – hope you never need it, but if you 

do need it you are glad to have it. 
4. GJPD tries to stay ahead of looming policing issues/best practices 
5. Legislation may come from Feds/Colo legislature that mandates what police 

do, could provide some funding $. 
 
What have we done so far: 

1. Been researching the use of cameras for 2 years 
2. Field tested various cameras 
3. Drafted a BWC policy that incorporates best practices and provides guidance 

on the issues associated with cameras. 
4. Chief participated in PERF conference on BWC’s 
5. Recently held community forum with Lexipol on BWC issues 
6. Applied for Colorado JAG grant (turned down) 
7. Staying alert to any funding/grant opportunities 

 
 
An increasing number of law enforcement agencies are adopting BWC’s.  

They are a new form of technology that is significantly affecting the field of policing. 

Uses: 1. To improve evidence collection, 

2. To strengthen officer performance and accountability,  

3. To enhance agency transparency, 

4. To document encounters between police and the public,  

5. To investigate and resolve complaints and officer-involved incidents. 



BWC’s raise serious questions about how technology is changing relationships: 

1. Create concerns about the public’s privacy rights  

2. Affect how officers relate to people in the community; will members of the 
public find it off-putting to know that an officer is recording an encounter, 
particularly if the encounter is a casual one?  

3. Affect the community’s perception of the police - Transparency  

4. Affect expectations about how police agencies should share information with 
the public. 

5. Do body-worn cameras undermine the trust between officers and their 
superiors within the police department?  

 
Before agencies invest considerable time and money to deploy body-worn cameras, 
they must consider these and other important questions: 
 
Benefits: 

1. Useful for documenting evidence;  
2. Officer training;  
3. Preventing and resolving complaints brought by members of the public; 
4. Strengthening police transparency, performance, and accountability. 
5. Body-worn cameras increase likelihood that events are also captured from an 
officer’s perspective. 

 
 
Practical policy issues: 

1. Significant financial costs of deploying cameras and storing recorded data 

2. Manpower costs – officer time to manage/staffing for support  

3. Training requirements 

4. Rules and systems that must be adopted to ensure that body-worn camera 

video cannot be accessed for improper reasons. 

 
Perceived Benefits of Body-Worn Cameras 

Strengthen accountability and transparency with the community. 

Help resolve questions following an encounter between officers and members of the 
public. 

Prevent problems from arising in the first place by increasing officer professionalism, 
helping agencies evaluate and improve officer performance, and allowing agencies to 
identify and correct larger structural problems within the department. 



Users report they are experiencing a noticeable drop in complaints -  Cameras 
discourage people from filing unfounded complaints against officers. 

Having a video record of events helps lead to a quicker resolution. 

Overwhelmingly, video supports the officer’s account of events. 

Body-worn cameras can help them to identify officers who abuse their authority or 
commit other misconduct and to assist in correcting questionable behavior before it 
reaches that level. 
 
Evidence documentation 

Significantly improved how officers capture evidence for investigations and court 
proceedings. 

Provide a record of interrogations and arrests  

What officers witness at crime scenes is accurately stored 

 
Considerations for Implementation 

New technologies in policing raise numerous policy issues that must be considered. 

Have significant implications in terms of privacy, community relationships, and internal 
departmental affairs. 

 
Privacy considerations 

Must carefully consider how the technology affects the public’s privacy rights, 
especially when courts have not yet provided guidance on these issues. 

Body-worn cameras raise many privacy issues that have not been considered 
before:  

1. Body-worn cameras give officers the ability to record inside private 

homes and to film sensitive situations that might emerge during calls 

for service. Creates a tangible record of what occurred, could be seen. 

2. There is also concern about how the footage from body-worn cameras 

might be accessed and used. For example, will any citizen be able to 

obtain video that was recorded inside a neighbor’s home?  

3. How long will agencies keep videos?  

 
 
 
 



Law enforcement agencies must make careful decisions about: 

1. When officers will be required to activate cameras 

2.  How long recorded data should be retained  

3. Who has access to the footage 

4. Who owns the recorded data 

5. How to handle internal and external requests for disclosure 

 
Determining when to record 

Require officers to activate their cameras when responding to calls for service and 
during law enforcement-related encounters and activities, such as: 

1. Traffic stops  

2. Arrests 

3. Searches 

4. Interrogations 

5. Pursuits. 

Give officers the discretion to not record when doing so would be unsafe, impossible, or 
impractical,  

Require officers to articulate in writing their reasons for not activating the camera or to 
say on camera why they are turning the camera off. 

Consent to record 

Officers are not required to inform people that they are recording, but will acknowledge 
recording if asked. 

Data storage, retention, and disclosure 

Need an efficient technology platform – easy to use, efficient to upload, efficient to 
download, easy to process.  

Explicitly prohibit data tampering prior to uploading, editing, and copying. Implement 
technology that governs these functions. 

Create an auditing system  

Explicitly state who will be authorized to access data 

Ensure there is a reliable back-up system 

Specify when videos will be uploaded from the camera to the storage system  

 



Data retention policies 

The length of time that departments retain body-worn camera footage plays a key role 
for privacy and storage costs. 

The longer that recorded videos are retained, the longer they are subject to public 
disclosure and the more you pay for storage. 

Footage is categorized based on type of incident. Have different storage times 
bases on how video is categorized. 

Nationally, the most common retention time for non-evidentiary video was 
between 60 and 90 days. GJPD will set its own retention schedule.  

Public disclosure policies 

When determining how to approach public disclosure issues, law enforcement agencies 
must balance the legitimate interest of openness with protecting privacy rights. 

Colorado District Attorneys Association has issued guidance on handling requests for 
video. Video is a “public record” subject to public disclosure rules. Needs to be released 
if not currently part of an active criminal case. Once a criminal case is closed, video is 
available for release. 

Impact on community relationships – some will demand it for transparency, some will 
oppose if over privacy concerns. 

Building positive relationships with the community is a critical aspect of policing, and 
these relationships can exist only if police have earned the trust of the people they 
serve. 

Police rely on these community partnerships to help them address crime and disorder 
issues. 

Secure community support by engaging the community before rolling out camera 
programs. 

It is also important for agencies to engage local policymakers and other stakeholders. 

Financial considerations 

While body-worn cameras can provide many potential benefits to law enforcement 
agencies, they come at a considerable financial cost. 

In addition to the initial purchasing cost, agencies must devote funding and staffing 
resources toward:  

1. Storing recorded data 

2. Maintaining equipment 

3. Managing videos/redacting parts of video  



4. Releasing copies of videos to the public  

5. Providing training to officers  

6. Administering the program 

7. Officer time spent on handling video 

8. Officer time – report writing. Video contains much more detail than an officer 

usually recalls – how does that detail affect report writing? Usually a large 

increase in time writing reports. 

 
Cost of implementation 

The price for quality cameras ranges from approximately $800 to $1,200 for each 
device. 

Prices vary depending on factors such as functionality, storage capacity, special 
features, and battery life. Packages from vendors range from just the camera to 
complete, state of the art solutions that automate much of the process involved in 
recording, categorizing, uploading, auditing, reviewing, redacting, etc.  

Data storage is the most expensive aspect of a body-worn camera program. The cost 
will depend on:  

1. How many videos are produced 

2. Size of video files – Average is 13 minutes per incident 

3. Redaction policy – Redaction process – averages 47 minutes to redact 13 

minutes 

4. How long videos are kept  

5. Where/how the videos are stored – initial question is whether to use a City 

supplied storage platform or “cloud storage” from a third party. General trend, 

and generally most cost effective, is to use cloud. That is our current 

recommendation. 

6. Smorgasbord of plans –  

a. Buy cameras, provide own storage 

b. Buy cameras, rent cloud storage from camera company 

c. Buy cameras, rent cloud storage from other 3rd party vendor 

d. Lease cameras, provide own storage 

e. Lease cameras, rent cloud storage from camera company 

f. Lease cameras, rent cloud storage from other 3rd party vendor 

Options e and f currently make most economic sense, but the market is seeing a 
variety of new, innovative programs being offered on a monthly basis. 

One of the most significant administrative costs—at least in terms of staff resources—
involves the process of reviewing, categorizing, and releasing videos. 



Limitations of BWC’s (From Force Science Institute) 

Everyone needs to know that BWC’s are not a panacea for discovering the truth. What 
you think you see may not be what really occurred. The following limitations need to be 
understood: 

1. A camera doesn’t follow your eyes or see as they see. 
A body camera is not an eye-tracker.  
“Your brain may also play visual tricks on you that the camera can’t match. If a suspect 
is driving a vehicle toward you, for example, it will seem to be closer, larger, and faster 
than it really is because of a phenomenon called ‘looming.’ Camera footage may not 
convey the same sense of threat that you experienced. 
“In short, there can be a huge disconnect between your field of view and your visual 
perception and the camera’s. Later, someone reviewing what’s caught on camera and 
judging your actions could have a profoundly different sense of what happened than you 
had at the time it was occurring.” 
 
2. Some important danger cues can’t be recorded. 
“Tactile cues that are often important to officers in deciding to use force are difficult for 
cameras to capture,” Lewinski says. “Resistive tension is a prime example.” 
“You can usually tell when you touch a suspect whether he or she is going to resist. You 
may quickly apply force as a preemptive measure, but on camera it may look like you 
made an unprovoked attack, because the sensory cue you felt doesn’t record visually.” 
And, of course, the camera can’t record the history and experience you bring to an 
encounter. “Suspect behavior that may appear innocuous on film to a naïve civilian can 
convey the risk of mortal danger to you as a streetwise officer,” Lewinski says. “For 
instance, an assaultive subject who brings his hands up may look to a civilian like he’s 
surrendering, but to you, based on past experience, that can be a very intimidating and 
combative movement, signaling his preparation for a fighting attack. The camera just 
captures the action, not your interpretation.” 
 
3. Camera speed differs from the speed of life. 
Because body cameras record at much higher speeds than typical convenience store or 
correctional facility security cameras, it’s less likely that important details will be lost in 
the millisecond gaps between frames, as sometimes happens with those cruder 
devices. 
“But it’s still theoretically possible that something as brief as a muzzle flash or the glint 
of a knife blade that may become a factor in a use-of-force case could still fail to be 
recorded,” Lewinski says. 
Of greater consequence, he believes, is the body camera’s depiction of action and 
reaction times. 
“Because of the reactionary curve, an officer can be half a second or more behind the 
action as it unfolds on the screen,” Lewinski explains. “Whether he’s shooting or 
stopping shooting, his recognition, decision-making, and physical activation all take 
time—but obviously can’t be shown on camera.” 
“People who don’t understand this reactionary process won’t factor it in when viewing 
the footage. They’ll think the officer is keeping pace with the speed of the action as the 



camera records it. So without knowledgeable input, they aren’t likely to understand how 
an officer can unintentionally end up placing rounds in a suspect’s back or firing 
additional shots after a threat has ended.” 
 
4. A camera may see better than you do in low light. 
“The high-tech imaging of body cameras allows them to record with clarity in many 
lowlight settings,” Lewinski says. “When footage is screened later, it may actually be 
possible to see elements of the scene in sharper detail than you could at the time the 
camera was activated. If you are receiving less visual information than the camera is 
recording under time pressured circumstances, you are going to be more dependent on 
context and movement in assessing and reacting to potential threats. In dim light, a 
suspect’s posturing will likely mean more to you immediately than some object he’s 
holding. When footage is reviewed later, it may be evident that the object in his hand 
was a cell phone, say, rather than a gun. If you’re expected to have seen that as clearly 
as the camera did, your reaction might seem highly inappropriate.” 
On the other hand, he notes, cameras do not always deal well with lighting transitions. 
“Going suddenly from bright to dim light or vice versa, a camera may briefly blank out 
images altogether,” he says. 
 
5. Your body may block the view. 
“How much of a scene a camera captures is highly dependent on where it’s positioned 
and where the action takes place,” Lewinski notes. “Depending on location and angle, a 
picture may be blocked by your own body parts, from your nose to your hands. 
“If you’re firing a gun or a Taser, for example, a camera on your chest may not record 
much more than your extended arms and hands. Or just blading your stance may 
obscure the camera’s view. Critical moments within a scenario that you can see may be 
missed entirely by your body cam because of these dynamics, ultimately masking what 
a reviewer may need to see to make a fair judgment.” 
 
6. A camera only records in 2-D. 
Because cameras don’t record depth of field—the third dimension that’s perceived by 
the human eye—accurately judging distances on their footage can be difficult. 
An officer’s use of force may seem inappropriate because the suspect appears to be too 
far away to pose an immediate threat. It may appear that an officer makes strikes to a 
suspect’s head with a flashlight when, in fact, the blow is directed at a hand and never 
touches the head. 
 
7. The absence of sophisticated time-stamping may prove critical. 
The time-stamping that is automatically imposed on camera footage is a gross number, 
generally measuring the action minute by minute. “In some high-profile, controversial 
shooting cases that is not sophisticated enough,” Lewinski says. “To fully analyze and 
explain an officer’s perceptions, reaction time, judgment, and decision-making it may be 
critical to break the action down to units of one-hundredths of a second or even less. 
“There are post-production computer programs that can electronically encode footage to 
those specifications, and the Force Science Institute strongly recommends that these be 
employed. When reviewers see precisely how quickly suspects can move and how fast 



the various elements of a use-of-force event unfold, it can radically change their 
perception of what happened and the pressure involved officers were under to act.” 
 
8. One camera may not be enough. 
What looks like an egregious action from one angle may seem perfectly justified from 
another. 
“Think of the analysis of plays in a football game. In resolving close calls, referees want 
to view the action from as many cameras as possible to fully understand what they’re 
seeing. Ideally, officers deserve the same consideration. The problem is that many 
times there is only one camera involved, compared to a dozen that may be consulted in 
a sporting event, and in that case the limitations must be kept even firmer in mind. 
 
9. A camera encourages second-guessing. 
“According to the U. S. Supreme Court in Graham v. Connor, an officer’s decisions in 
tense, uncertain, and rapidly evolving situations are not to be judged with the ‘20/20 
vision of hindsight,’ ” Lewinski notes. “But in the real-world aftermath of a shooting, 
camera footage provides an almost irresistible temptation for reviewers to play the 
coulda-shoulda game. 
“Under calm and comfortable conditions, they can infinitely replay the action, scrutinize 
it for hard-to-see detail, slow it down, freeze it. The officer had to assess what he was 
experiencing while it was happening and under the stress of his life potentially being on 
the line. That disparity can lead to far different conclusions. 
“As part of the incident investigation, we recommend that an officer be permitted to see 
what his body camera and other cameras recorded. He should be cautioned, however, 
to regard the footage only as informational. He should not allow it to supplant his first-
hand memory of the incident. Justification for a shooting or other use of force will come 
from what an officer reasonably perceived, not necessarily from what a camera saw.” 
 
10. A camera can never replace a thorough investigation. 
Officers  are concerned that camera recordings will be given undue, if not exclusive, 
weight in judging their actions. 
“A camera’s recording should never be regarded solely as the Truth about a 
controversial incident,” Lewinski declares. “It needs to be weighed and tested against 
witness testimony, forensics, the involved officer’s statement, and other elements of a 
fair, thorough, and impartial investigation that takes human factors into consideration. 
“But a well-known police defense attorney is not far wrong when he calls cameras ‘the 
best evidence and the worst evidence.’ The limitations need to be fully understood and 
evaluated to maximize their effectiveness and to assure that they are not regarded as 
infallible ‘magic bullets’ by people who do not fully grasp the realities of force dynamics.” 



















































 



























































































































































 







































 


