
Justi facts Credential Verification, Inc 
Credential Verification Service Agreement 

This Credential 'Verification Service Agreement ("Ay,reement") is entered into and Cffective as of 
	 204 ("Effective Date"), by and between Justifacts Credential Verification, 

Inc. ("Justifacts"), a Pennsy]vania Corporation with offices at 5250 Logan Ferry Road, 
Murrysville PA 15668 	and  C. ' )r 	4,-4,0  
("client). 

WHEREAS, Justifacts has certain speeialiYed knowledge, experience and skills related to mr-
employmcnt background investigationlerealential verification (herein after Verification Servfecs); 
and 

WilF.,REAS, Client desires to receive such Verification Services in accordance with the terms and 
eenetiiiens Set fOrti in this Agreement; 

NOW THEREFORE, in consideration of thy agreements and covenants sel forih herein, and 
other good and valuable consideration, the receipt and sufficiency of which are 11Mby 
aeknuwledged, the parties hereto agree as follows; 

1.. OBLIGATIONS OF JUSTIFACTS. 

1.1 ContpHance with law. 1)urin$T, the term of this Agreement, Justi facts will provide 
Verification Services in accordance with the Fair Credit Reporting Act ("FCRA") and any 
a.pplicablc state laws. The Verification Services include all activities telated to the creation 
of a consumer report OF investigative consumer report, as defined in section 603 of the 
FCRA.„ concerning certain individuals who: 

a. Have applied for employment with the (lien:. or who are currently employed by the 
Client; or 

b. Have entered into a business transaction with C:ient; or 
e. Have given written instructions specifying the purpose lot obtami •a consumer 

re.,port. 

12 Service Initiation. instifacts agrees to pariben Verification Services for the (Merit 
upon reueipt ol" a pmper.:y executed. Credential Verification Service Agreement as- well as 
an executed Agreement to Abide by the Fair Credit Reporting Act (Exhibit A). The 
Verification Services will be initiated by the Client via order entry into ;list-if:acts online 
Internet based wehsite, Justiweb, or via an integrated and secure conneetion between 
Justifacts and Client. Justi facts will only pertirm those services specifically requested by 
the Client. 

1.3 Product Produced.. Justilacts will eleatronically return a completed liackground 
Screening Report ("Repoiti detailing the results of the requested Verification Servier.(s) to 
the. Clielit via the online Internet based system, Justivieb, or via ati integrated and secure 
connection between Justifaets and Client_ 

1.4 Customer Support. Justilacts will provide Client with all levels if customer support, 
consistent with industry standaeds C.istorner Service will be provided via live ouline ehat, 
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inbound live telephone calls, inbound mail, inbound email one inbound fax during normal 
business hours, currently be.twf..ser_ 8:00 am Eastern time and ti:00 pm Has. tern Time. 

1.5 Data Security and Privacy. Juslifacts shall maintain a COrnprthensivo information 
security program written an one or more readily accessible parts and that contains 
administrative, techuice.:, and physica.i safeguards that arc appropriate 1:ur Li it; nature and 
scope of its activities, and the sensitivity of the inforrnntion provided to 3u5tifaLts by Client 
and that such safeguards shall include the elements set forth in 16 C.F.R. 314.4 and shall 
be reasonably designed to (i) insure thc security and confidentiality of the inforrna.tion 
provided by Client, (ii) protect against any anticipated threats or hazards to the security or 
integrity of sua information, and. (iii) proteet aiiLst unauthorized access to or use of such 
ir.formation that could result in substantial harm Or inconvenience to any consumer, At 
minimum, Justifacts shall comply with the Access Security Requirements se.: forth in 
Exhibit "RH. Justifacts is not responsib1e for 	diSCIO SUIT or compromise of such data due 
to Clients acts or omissions or resulting from use el Clients logins and passwords,, due to 
no fault of Justi facts. 

14 Record keeping. During the term of this Agreement. Justifacts shall maintain Reports 
on the Justilacts system for a minimum of evet (7) year .11 the active Justimeb database, 
and eight (8) to ten (10,1 years of data will bc stored on cold storage. Following the 
expiration or ttrmination of this Agreement, Justifacts will provide a reasonable 
opportunity to allow Client to; (i) download copies- of any Reports, andior (ii) obtain from 
Jusrifacts, at Justifacts then current fee, a disc or other similar media i3ornaining copiK-s of 
Reports. After len (10) years, Justifacts shall have no further duty to maintain copies of 
Reports fax-  access. by Client. 

2. OBLIGATIONS OF CLIENT, 

2.1 Exclusive 11.4c, Client agrees that the information will be rtquested for C:ienrs 
exclusive use and shall not be resold. All consumer information will be heti in stict 
confidence, except as permitted by law. Reports on applicants Or CalplOyeC5 will be 
requested only by Client's designated representatives, identified in writing to Justifacts by 
Client. Employees of Client shall be forbidden to attempt to obtain iv...ports on themselves, 
U5936E110)  or Uny other person except in the exercise of their official dulim 

2.2 FCRA Compliance. Client will complete the Justilacis Agreement to Abide by the 
Fair Credit Reporting Aar. CFxhibit A") clad acknowledges that tiny have received the 
following notices prescribed by the FCRA:-  (I) Notice to Users of Consumer Reports; (2) A 
Summar),  of Your Rights under the FCRA; and (3) Remedying the Effects of identity 
Theft. 

2.3 Gi.J3 Act Compliance. The federa: Oramm-Lcaoh Bliley Act, 15 U.S,C.A Sciaion 
6801 et.focq (2000).. ("Gill Act") was enacted to protecx the use al.d disclosure of non-
public persona: informatioa, incloding, in certain inStatiV,S, the use of idernitying 
information only. Client agrees that it will comply with all GLB Act lellkliferlientS as they 
apply to information provided by Justif:acts and shall restrict the use of such information for 
employment or background screening pra-Doscs only. 

2.4 Data Security and Privacy. Client shall Maintain a comprehensive information 
security program written in one or more readily accessible parts and that conliiins 
administrative, technical, and physical safeguards that are appnipriate to Client size and 

Sunup Package I lustifacts Credential vellicaticri, 



complexity, the nature and scope of its activities, and the sensitivity of the intbrmation 
provided to Client by Justifacts; and that such safeguards shall incincle the elements set 
forth in 16 CJ.R. § 314.4 and shall be reasonably designed to (i) insure the security and 
confidentiality of he nformation provided by Justilaels, (ii) prtiteet Ugilir.m. any anticipated 
threats or hazards to the seurity or integrity of such inthrniution, and (iii) protect against 
unauthorized a.ocess to or use of such information that could result in substantial harm or 
ineonvenience lo any consumer. At minimum, Client shall comply with the Aceess 
Security Requirements set A-0th in Exhibit "B". 

2,5 Legal counsel/advice. Client agrees that Juslifaets is not engaged to provide legal 
advice and that it is incumbent upon the Client to engage its own legal coonset to ensuie 
that they are in compliance with all requirements of the FCRA as well as all ether 
applieable state aed federal laws. Client acknowledges that Justifacts does not offer 
opinions on report content and that Client shall base its screening process on its own 
baekground screening policy. Any forms provided by justifacts are for informational 
purposes only and not Ibr the purpose of providing legal advice. Justifacts recommends that 
Client have all forms reviewed by legal couns.c: to determine the suitability for Clients 
speeific situation. 

2.6 Record keeping. Because ofthe unique nature of the Veri fication Services provided by 
Justifacts and requirements pined on Justifacts in obtaining information according to 
federal and state 'law and third-party contractual obligations, Juslifitets may perform 
periodic audits or be required to supply verification that Client is in compliance with this 
Agreement. Except for those documents hosted on Justifaels system, C.icnt agrees to 
maintain in its record.s a copy of all consent lon-ns, disclosures a Ad me-adverse and adverse 
action notices for a minimum of 5 years and Client shall, upon reasonable notice, provide 
iutifact or its designated representatives such documents to show compliance with its 
obligations in this Agreement. 

2,7 Account Access.. Client shall desEgnate a primary contact (Contact) for the Justifacts 
account who shall be responsihic tiw the adm pis Wu. and contro: oi . Clients &corm!, The 
Contact shall identify and authorize all Client users and their level of ;,iccess to the 
Justifacis system arid will promptly notitly Justifacts of any changes to users or access 
privileges, 

3. FEES. Client agrees to pay Justifaets for providing Verification Services according to the 
Fee Sehedule set forth in Exhibit "C". if Client reques:.:. additional services not initially set 
forth in the Fee Schedule., such added services will be hereby incorporated into this 
Agreement at Justifacts then-eunvin rate unless otherwise muloally agreed-upon in writing 
by the parties. Client acknowledges that it will be responsible for chirgeq resulting from its 
data input arors, duplicate requests and rmlue.qt cancellations initiated after processing has 
commenced. Client shall pay all pass.through lees incurred from information sources 
(including but not limited to The Worktrt, Nationa: Student CleEriughouse, DMV, courts, 
etc) for release of information or records used in compiling the Verification Services. Such 
pass-through fees are sulliect to change without prior notice. If at any time there are any 
changes in Laws or government. regulations that increase .1ustifacts oust to provide szrviets 
or reasonably requires additional services to be provided by Justifacts, or in Justifacts 
determination restrict its ability to rea,miably continue to provide the service(s) in this 
Agreement, Justifacts may, upon providing prior written notice to Client: (i) add a 
reasonab3e fee or pricing ehange to cover the added costs of providing the affected 
service(s), andlor (ii) modify or cease providing the affected service(s). Justilacts will 
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conduct annual audits of Client account to determine order history, number of reports 
requestixl and eriminal bit ratio (Number of reports with a criminal recorditotal number of 
criminal record reports requested). If the volume of requests does not meet anticipated 
levels, Justifacts may, upon pioviding 30-day prior written notice to Client, increase the 
cost of services provided to meet the actual volume of report requests. If the hit ratio for 
criminal records exceeds 25%, justifacts may, upon providing 30-day prior written notice 
to Client, increase the cost of criminal record seach request% to meet the higher rate of 
eriminal records 

4. PAYMENTS,. Justifacts shall invoice Client on a monthly bath and Client will, promptly 
reOew each invoice and. notify Justifacts of any WOO or disputes on or before the elne date 
of such invoice. Within thirty (30) days of the date of an invoice from Justifacts, Client will 
salamit payment for all undisputed amounts. TI all undisputed .amounts are not received by 
Justifacts by the due date, Justifacts may: (i) suspend Client's account until all delinquent 
payments are teceived, and/or (ii) charge Client a finance charge of I 'A% per month or a 
minimum of $1, whichever is greater, and/or (iii) charge a late fee of $15 for all undisputed 
amounts. outstanding over days. In the event of a dispute regarding fees or charges, the 
parties will use reaaonabie ef.forts to discuss in good faith end come: to an agrEement 
regarding resolution of such dispute. Al] amounts to be paid herein will be in US. Dollars. 

5. TERM AND TERMIN ATI ON 

5.1 Term. Thc term of this Agreement will bc one (1) year from the date of this Agreement 
unless otherwise terminated as provided herein.. The term of this Agreement shall 
automatically renew on a month-to-month basis until either party terminates the agreement 
by giving the other party not less than thirty (30) days written notice of termination before 
the end of Ow than current term. 

5,2 Material Breath. For die puiposes of this Agreement, Justi facts will be deeined to be 
in material breach of this agreement in that event that; (i) then are consistent or ropetitcd 
material errors or inaccuracies with regard to the Verification Services p..-ovided by 
Justifacts of which Justifacts has prior notice from Client, arid for which an opportunity to 
cure was provided; or (ii) Client receives repealed complaints .from Client Representatives 
re,,,ardirtg the Verification Services, Justifacts has notice of such complaints aud such 
eamplainis are not resolved to the Satisfaction of Client_ For the. purposes of this 
agreement, Client will be in material breach of this agreement in the event that (i) its 
determined that Client is not in compliance with any federal or state law concerning the 
request, use or dissemination of information contained in the ct ynsurnter reports provided by 
austifacta, (ii) information is being requested. by Client users on themselves or on 
individuais who have not propel:1,y authorized the coliection or use of the information (iii) 
information is being resold or (iv) Client fails to pay invoke within the agreed payment 
terms., If either party is deemed to be in material breach, the non-brcaching party may 
terminate this Agreement immtetliately upon written notice that the material bleach remains 
uncured fifteen (15) days after the breaching party's receipt of the written notice of the 
breach. pursuant to Se4tion 5.3 .(1) below. 
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5,3 Termination. This Agreement may be lerfn:ma7ed by the parties as follows: (i) Either 
party may terminate this Agreement at any lime ir the: event of a material breach by the 
other party of any provision of this Agreement that rem ic.us uncured, :'illeert (15) days after 
the breaching party's receipt of -written notice or the breach : (ii) Either party may !emulate 
this Agreement immediately if the other party bmArnes insolvent, or is unahlo to pay its 
debts or perform its obligations when due, or enters into or files (or has filed or cormnerfeed 
against it a petition, arrangement, action ot other proceeding seeking relief or protection 
under the bankruptcy laws of the United States or shnilar Jaws of the iJrtcd States or any 
state of the United States or transfers all or its assets to another person or entity. 

6. WARRANTY. Ea.ch party wai-fullts and represents to the oilier party that it has full power 
and authority to triter into this Agreement and '31. carry out its obligations hereunder. 
Justifacts warrants to Client that (i .: .ruslitikok lias The authorty to perform the Verification 
Services; iii) during the teirn of Jiis Aczmenr, Justifacts will comply with all laws 
•applicable to the performance or the Verircation Services as well as preparation, content, 
licensing, distribution and tralltrrniSSiOn of lhe products or services °fitted ("or sale on the 
Justifacts website in each jurisdiction where such compliance by Justifacts is necessary. 
Client warrants to justifacts during thc term of this Agreement, Client will comply with all 
laws applicable to tie Client in respect to the preparation, content, licensing, distribution 
and transmission and use of the Verification Servims provided by Justi facts_ 

.7, EsiDENNITY. Climi agrees to defend, indemnify and hold Justifacts harmless from any 
and all liabilities, damages, claims, and cost of defense or actions arising out of any claim 
(a) relating to the performance or bread..., of Clients obligations or responsibilities under this 
Agreement; (b) relating to the preparation:, submission, dissemination or any information, 
ontained in a report under dispute by a cunsumer, provided that Justifacts promptly 
notifies Client of the consumer dispute and Client takes any adverse action against the 
consumer prior to receiving notification of the resolution of same from Justifacts. This 
indemnification and hold harmless provision will extend 40 damages, costs, kmd the 
expense of defending any claim against justifacts. Justifacts will promptly notify Client of 
any suit or threat of suit that may obligate Client to indemnify Justifacts under the above 
provisions and be given reasonable opportunity to defend same. Justitkts will reasonably 
cooperate with Client with regard to the defense of any mit or threatened suit and Client 
will have authority to settle, pay or otherwise dispose of any such suit or threatened suit, 
subject to the approval of Austifacts, which approval will not be unreasonably withheld, 

Justifies agrees to defend, indemnify and hold Client harmless from any and ati 
damages, claims, and cos( of defense or actions arising out of any claim (a) 2:.tiating to the 
performance or breach of justila,J.s obligations or responsibilitles under this Agreement, 
This indemnification arEl hold harrnless provision will extend to damages, costs, and the 
expense of decoding any claim again:si Client. Client will promptly notiq-  lustifacts 
any suit: or threat of suit that may obligate Justifacts to indemnify Client under the above 
provisions and be. given. rekisonahle opportunity to defend same. Client will reasonably 
cooperate with Justieact3 with regard to the defense of any suit or threatened suit and 
lustifauts will have authority to settle, pay or ot:Ierwise dispose of any such suit or 
threatened suit, wabieet to the approval of Client, which approval will not he unreasonably 
withheld, 
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8, WARRANTY DISCLAIMER, EXClin AS EXPRESSLY SET FORTH IN THIS 
AGREEMENT, NEITHER PARTY MAKES, AND EACH PARTY SPECIFICALLY 
DISCLAIMS, ANY REPRES,LN rATIONS OR WARRANTIES, EXPRESS OR 
IMPLIED, INCLUDINO ANY IMPLIED WARRANTY OF MERCHANTABILITY, 
NON-INFRINGEMENT, TIfILE, OR FITNESS FOR A PARTICULAR PURPOSE, AND 
1MP11,1ED WARRANTIES ARISING FROM COURSE OF DEALING OR 
PERFORMANCE, 

9_ LIMITATION OF LIARWITY. ExcErr WITH RESPECT TO (I) EACH PARTY'S 
INDEMNITY OBLIGATIONS HEREUNDER, (3) BREACJIES OF 
CONFIDENTIALITY OBLIGATIONS UNDER SECTION 10, AND (III) ACTS OF 
GROSS NEGLIGENCE OR WILLS:Hi. MISCONDUCT, IN NO EVENT WILL HITHER 
PARTY BE LIABLE TO THE OTHER FOR ANY SPECIAL INCIDENTAL, PUNITIVE 
OR coNsEQuF.NmAi. DAMAGES;  WHETHER BASED ON BREACH OF 
CONTRACT, TORT (INCLUDING NECiLl(iENCE) OR OTHERWISE, AND 
WHETHER OR NOT SUCH DAMAGES WERE FORESEEABLE., AND WHETHER OR 
NOT THAT PARTY HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH 
DAMAGE. 

10. CONFIDENTIALITY, 

10.1 Confidential Information. "Confidential information" will mean and refer ID 
information about the disclos.ing paity's (or its suppliers) business or activities that is 
proprietary and confidential including but not limited to.: 0) any and all information refating 
to the eonsuiner reports created at the request of Client; (ii) any and all infomiation 
contained in any usage reports 0.1.` related to all terrns. and conditions. of this Agreement .and 
all attachments hereto; (iii) all business, financial, technical and other information of a 
party marked or designated by such party as "confidentior or "proprietary"; or (iv) 
information which, by the nature of the cireutiistances surrounding, the disclosure, ought in 
good faith to he treated as confidential, 

10.2 Exclusions. Confidential Information will not include information that (i) is in or 
enters the public domain without breach of this Agreement, (ii) the receiving party lawfully 
receives from a third party without restriction on disclosure and without breach of a 
nondisclosure obligation or (iii) the receiving party knew prior to mceiving such 
information from the disclosing party or (iv) the receiving party develops independently of 
the other party's Confidential Infotinatiom 

10.3 Use and Disclosure Restrictions. Fach patty agrees (i) that it will not disclose to any 
third-party or use any Confidential Information disclosed to it by the other except as 
expressly permitted in this Agreement and (ii) that it will take all reasonable measures to 
maintain the confidentiality uf 	Confidential Information of the othier party in its 
ricisscssion or control, which will in no event be less than a reasonable degree of care. 
Notwithstanding the foregoing, each party may disclose Confidential Information (i) to the 
extent requirml by a court of competent jurisdiction or other governmental: authority or 
otherwise AS required by law or (ii) on It "need - to-known basis under an obligation of 
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confidentiality to its legal counsel, accountants, banks and other fin a-K,ing sources and their 
advisors or (iii) to the extent needed to• complete the requesta Verification Services. 

11, GENERAL, 

11.1 Modification. Any amendment, modification, supplement, Ur other change to arty 
provision of this Agreement must be in writing and signed by both partim All aniendments 
or modifications of this Agreement will be binding upon the parties despite any lack of 
consideration ;so long as such amendments or modifications are in viri!ing and executed by 
the parties. 

11.2 Waiver. All waivers must be in a. writing signed by the waiving party. The failure of 
either party to insist upon strict performance of any provision of this Agreement, or to 
exercise any right provided in this Agreement, will not he considered a waiver for the 
/inure exercise of such provision or right. No waiver of any provision or right will affect 
the right of the waiving party to etifo7ce any othei p7ovision or right in this Agreement, 

11,3 Independent Parties. The parties to this Agreement are independent parties and 
nothing herein will be construed as creating an employment, agency, joint venture or 
putriership relationship between the parties. Neither party wit: have any right, power or 
authority to enter into any agreein.ent for or on bd. ai lot or incur any obligxion or liability, 
or to otherwipe hind, the other party.. 

11,4 No Assignment, Neither party may isign their obligations or rights under this 
Agreement without chic other party's written consent, provided that either party may assign 
this Agreement without, the other's consent to a successor in interest in the evi,,,nt of a 
reorganization, merger, consolidation, or 'sale of all or substantialiy iIL of its assets, 

11.5 Compliance with Laws. Each party will comply with all laws, rules, and regulations 
of the United States. This Ameernent is in the En&ish language only, which language will 
be controlling in all respects, and all versions of this Agreement in any other language will 
be for accommodation only and will noi be binding upon the parties hereto.. Ali 
communications and notices to be made or given pursuant to this Agreement will be in the 
English language. 

11_6 Jurisdiction. The Agreement will be governed by the internal laws of Coe state. of 
Pennsylvania without rcgarx.1 to conflict of laws provisions, Client hereby irrevocably 
commis to the. personal jurisdiction of the federal and state courts sitting in Allegheny 
County in the State of Pennsylvania,:  and io service of price ss within or without 
Pennsylvania. Client further agrees that any court ac.iion relating to the enforcement of any 
judgment or seeking injunaicve or other equitable relief will be brought in such courts. 

11..7 Construction, Pxcept as specifically provided in this Agreement, iil notices required 
hereunder will he in writing and will be effective when received. This Agreement, 
including any exhibits attached hereto., constilitcs the entire understanding and agreement 
with respect to its subject matter, mid supersedes any and all prior or contemporaneous 
representations, understandings and agreements whether oral or written between the parries 
relating to the subject matter of this Agreemta Ea the evert that any provision of this 
Agreement is round tu be invalid or uromforcwible purstmin to judinial decre..t or decision, 
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the remaindet of this Agreement 	 wilid ;old eiifilreeable :-.1ccording, to its lams 
Thc section and paragraph hca,Lings used in this Agreement arc znsened fru convenience 
aly and  will not affect the LItLitl tag or interp:vtation of :ht s Agiveitlera. 

nartie.s have duly executed this Agroeir cr.!by+11L: 	 bc•low ,  

Client: Og (--11244.40  c...Ary 	 JEL:rdlacts (:',,treLlential 	L;riticatiort„ 

	

(By: 	 1 ,) 

	

Jo 	ft 	 By: 	_44rj  I 

1A01, c*-11' 	curu.kre !VT 	Namc: /14 iortAi  Yokr 
Title:   Viutrup3/41%.1 Ppt 	 t.416   Cato,...41 404 

0,Lpfutcos--)  gG.A.C114S-k-'(--1.  Date:  a th 
Date:  -- 1..,40%4 (7. 4, 2U2 
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ridlibit A - 	 TO A1:111W IIV  THE FAIR CREDIT 
REPORTING ACT, 

CI ic nt certifies eilK1 agrees; 

That k will comply with the Fair Credit Reporting Act as IlMended by the Committer Credit Reporting R.efeim Ac 1 
1996 (hereinafter FCRA) and ell other applierible statutes, both slate and federal. 

That each request for a eon-enter report or an investigative coneuirer repoet is being obeaTed for The Lellewing purposes 
and for no other purpose: 

X 	(A) fbr employr: en; purposes 

(B) in connection with A business traasaction involving the consumer, which is: 

(C) In accordance with the written instructions of Lkc consumer 

That inglermaticio will be requested only far the Clients exclusive use and will not be otheewise distributed or &old. Chem 
shall use each Consumer Report only for one time use and shall hold the report in strict confidence, eeeept to the extent 
permitted by law. Reports an employees will be requested oaf y y Client's designated representatives. Client users nee 
forbidden to attempt to obtain reports on themselves, essocialeN, or any other person except in the exercise of their 
official duties. 
Thal each time a request for a consigner report ancli'or u investigative consumer report is made or Justifacts for 
mayment pat RM. (neat will eamply with §604;:b) nJ 6(J6a) rze.' the FC.RA and that each time a request for an 
nwe3.tigative consumer report is made of lustifacts foe any noa:  emnieernefiese Client will comply with §606(s) 
of 1.1x FCRA: 

604(b): (1) the consumer has been given a clear and conspicuois written' diselostee, in advance (in a 
document that consists solely of the disclosure), that a consumer report may be requested for employment 
purpases: (2) the consumer has authoneed the Client, io writing, to procirre the report, (3) the information in 
the consusner import will not be used in violation of arlY 'aPPlicable fi'delui or slate equal emPlornent 
opportunity law or regulation as well as any law providing consumer credit or consumer identity protection, 
(4) before taking adverse action, based in whole or in pan on the report, Client will, (a) provide the consumer 
a copy of The tweet end a copy of "'The Summary of Your Rights under the FCRA"'„ (b) allow the consumer 
a designated period of time to contact Justifacts if the consumer wishes to dispute any information in the 
consumer report; (e) provide the Justifacts contact information; and (d) provide a floe) adverse action notice 
to the corsurner ifs final adverse employment decision is made.. 

1606(a): (I) provide the consumer with a clear arid accurate written dile/I:mum, no later than three days after 
the report is requested, that a report may be inude including inforinatiori as to their character, general 
reputation, personal characteristics and mode of living: (2) provtde the consumer a copy of the "Summaiy Of 
YOUT Rights 'imam" the FCRA"; (3) prOvide a statement that the consumer has the right to request additional 
disclosures and to F7OV icle these disclosures when requested by the consumer. 

That Client has rectived the folkeeing notices prescribed by die FCRA: (1) Notice to Users of Consumer Reports; (2) A 
summery of Your Right" under the FCRA; and (3) Remedying the Effects of Identity Theft, k is incumbent upon the 
client to engage its own legal counsel to ensure that they are in compliance with all requirements of the FCRA as well as 
all state and federal employment law. 
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The ndvktI whine signaling: appears below represents that they are authorized to enter into this agitemeat an lichalr 
of the Client 

II.1 I 	f 
CamPanY:  _cwkirl 	QigitANI:i 

Signattne: 	 "•,. • 

FlIfftr Naine: 	 L&P. 	Let./.4ttAg1c 

Title qUirflaiNL 

Date:  7VAt'•-* (At  2.01;:i 

ACCEPTEI) 
JusiirticiNt rrdenuth4 Vrri1Lc2111 	FIB: 

gnat tirr 	411, 
P7111, tne.  A4reet71  YilJenr- 

cif.44i..4 rLit-6 
citz. 
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FAhibit I - ACCCSS SeCtIrlIV It 1111-C111Clit 

We must work togett'or to protect the privacy and information of consumers. The foluvoir,e ?pformation security 
measures are designed to reduce unauthorized aces s to consumer information. it 	clii-ra$ responsibility to 
implement these controls. Justifacts reserves the right to —ate changes to the ACCF,, ,  Sec ... I ty ReQUiternelt.S without 
notification, 

Client Understands that the access 5et-,..r ty requireme7-  ts tili,-1- (Aiir.re,ensive and that some requiremer ts may not 
apply if reports are being stored on _us/Facts sw. tern only onc -ot eiectroni tally Weed by me. I- accessing, the 
sefvices provided by Justlf acts, Client agrees to ft, low -.nese security reqUireinents. 

1.1mpllement Strong Access Control Measures 

Oo not provide your account Access Codes or passwords to anyonr Nri orip 	ik.st.  facts wil) 
ever conlact you and reo.,est your Aocess Codes or password. 

	

1.2 	Pffiprietary or third party system access software must have Access Codes ai•-ri sswords l hidden 
a- embedded, Account numbers and passwords shou.d be krowr only by supervisory personnel. 

	

1.3 	'1,ou must request your Access Code / password be changed irnmodiately when: 
'Any system access software is replaced by system access software or is 710 longer used; 
* The hardware on which the software resides is Upgraded., changed or disOesed of 

	

14 	Protect lustifaCt5 Access Codo(s) and password(s) so that only icry personnel know this sensitive 
information. Unauthorized personnel should not have knowledge of your Acces. Codes 1 and 
password(sj. 

	

1.5 	Create a separate, unique user ID for each user to enable individual authentication and 
aCCOUrrapil,ty fur access to th,e ciedir rpriortIng agency's infrastructure Each user of tne system 
access software must also have a unique logon paSsi.vord. 

	

1 13 	Ensure that user IDs are not shared and th...it iia Peer-to-Peer file shairir.p. c pleb ed on those users" 
profiles 
Keep user passwords ConfiPential. 

	

1.8 	Develop strong passwords that are: 
* Not easily Ruessatile lie, your name or c-orripilny name, repeating nurrbe-s an lettcis or 
consecutive numbers and letters) 
• Contain a minimum of seven (7I alpha/numeric chararTill.; for standard user acce....nits 

	

1.9 	implement password protected screentiavers with a -7j—urn tei (1..5 minute timeout to 
protect unattended workstations. 

	

lin 	Active logiiss to Justifacts- information systems m.:st be -configured with a 3C minute inactive 
session, t imeout. 

	

1.11 	Restr ct the number Cr key personnel who have access to ustifracts information 

	

1.12 	Ensure that Out- Siorie who are authorized access to _ustifacts information have a b,siness -,eed to 
access such Informazion and understand these recuirliftif-n,.; to aaess suc i-Iforrniiticri are only 
for the permissible purposes listed in the Pefrnissible P.rpose Information section of your client 
application_ 

	

1.13 	Ensure that you and your employees do no/ access your own background/credit reports or those 
reports of any fxr ily memberls1 e friend(s) unless it is in connection v,irC- ou,  ness transaction or 
for another perrnissile purpose. 

	

1.14 	Implement a process to terminate access rights immediately for user& who access Just facts 
information when Oicise users are terminated or when they hove a change in their job tasks and no 
longer require access to that credit information. 

	

115 	After normal business hours, Lim off and it'd all devices or systems used to access lustifacts 
reporting systems and informatior.. 

	

1.16 	Implement physical security c0ntro4 o preve.nt unauttiOrized entry to yowr facility vd access to 
systems used to obtain background reporting and credit -Formation. 
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2. Maintain a Vulnerability Managernen t. Program 

1,1 	Keep operating system44, Firewalls, Routers, servers, persondP computers ',laptop and desktop) and 
all other systems current with appropriate system patthes and updates. 

2.2 	Configure Infrastructure such as Firewalls, Routers, personal computers, and similar components to 
industry best security practices, including disabling unnecessary services or features, removing or 
changing default passwords, IDs and sample flies/programs, and enabling the Most secure 
configuration features to avoid unnecessary risks. 

2.3 	implement and follow current best security practices or Computer lifrus detection scanning 
services and procedures; 
• Use, implement and maintain a current, commercially available computer Virus 
detection/scanning product on all computers, systems and networks. 
• If you suspect an actual or potential virus, immediately cease accessing the system and do not 
resume the inquiry process until the virus has been eliminated 
• on a weekly basis at a minimum, keep anti-virus software up-to-date by vigilantly checking or 
configuring auto updates and installing new virus. definition files.. 

14 	implement and follow current best security practices. for computer anti Snyware scanning seriA ces 
and procedures: 
* Use, implement arid maintain a current, commercially ava ila ole computer anti-Spyware scanning 
product on all computers, systems and networks. 
* If you suspect actual or potential Spyware, immediately maw accessing the system and do not 
resume the inquiry process until the problem has been resolved and eliminated. 
• Pun a secondary anti-Spyware scan upon completion of the first scan to ensure all Spyware has 
been removed from your computers.. 
• Keep anti-Sprware software up-to-cla(m by vigilarittv checking or configuring auto updates and 
installing new a nti-Spyware definition files weekly, at a minimum. If your company's computers 
have unfiltered or unblocked access. to the Internet twhich prevents access to some known 
pfoblerriat c sA4.0, then it rs recommended that anti-spyware scans be completed more frequently 
than weekly 

3. Protect Data 

3 1 	Develop and follow procedures to ensure that data is protected throughout its entire information 
Ilfecycle [from creation, transformation, use, storage and secure destruction) regardless of the 
media used to store the data fie., tape, disk, paper, etc.) 

3.2 	.411 lustifacts background reporting and credit data is classified as Confidential and must be secured 
to this requirement at a minimum 

3.3 	Procedures for transmission, disclosure, storage, destruction and any other information modalities 
or media should address all aspects of the lifecycle of the information. 

3.4 	Encrypt all Justpfacts reports and information when stored on any laptop computer and in the 
database using AE 5 Gi 30E5 with 12B-bit key encryption at a minimum. 

3..5 	Only open email attachments and links. from trusted sources and alter verifying legitimacy.  

4. Maintain an Inforniadon Security Policy 

4.1 	Develop and follow a security plan to protect the Confidentiality and ,ntiec-ity-  Di,̀ personal 
consumer information as required under the GL 8 Safeguard Rule. 

4,2 	Establish processes and procedures for responding to security violations, unusual or suspicious 
events and similar incidents lo limit damage or unauthonzed access TO information assets and to 
permit identification and prosecution of violators. 

4.3 	The PACTA Disposal Rules requires that you implement appropriate measures to disoose of any 
sensitive information related to consume( credit reports and records that will protect against 
unauthorized access or use of that information. 

4.4 	implement and maintain ongoing mandatory security training and awareness sessions for al. stdfi 
to underscore the importance of security within your organ izatiori. 
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Justifacis Credential Verification, Inc 
Credential Verification Service Agreement 

This Credential Verification Service A.grecinenf ("Agreement") is entered -11.AL, anc-.  Effective as of 
, 	a ("Effective Date 'l„ by kind between Justikers Crottential Verification, 

Inc. C'Juslifacts"), a Pennsylvania Corccration with offices at 5250 Logan Ferry Road, 
Isoliarysville PA 15668 and_l_Ax F 4,4  „,7Jck 
("chain. 
WHEREAS, Justifacts has eartair stiaized knowledge, experience and skills related to TITe-
employmeni bile.kground invegigationi'creitential verification (herein after Verification Serv:.ces); 
and 

WHEREAS, Client desires to receive such Verification Services in accordance with the terms and 
conditions set forth in this Agreement; 

NOW THEREFORE iii. tx.msideration of the agreements and covenants sel forth herein, and 
other good and valuable consideration, the receipt and sufficiency of which are hereby 
acknowledged, the parties hereto agree as follows; 

1. OBELIGAT1ONS OF IUSTIFACTS. 

1,1 Compliance with. law. 1)uring the term or this Agreement, Justifocts will provide 
Verification Serviee.s in accordance with the Fair Credit Reporting Act ("FCRA") and 0,ny 
applicable state laws. The Verification Services include all activities relMed to the creation 
of a consumer report Of investigative consumer report., as defined in section 60.3 of the 
f;'(:.!RA, emernirig certain individuals who: 

a. Have applied for employment with the Client. or who are currently employed by the 
Client; or 

b., Have entered into a 5Aisiness transaction with Client; or 
C. Haw iziven written instruzions specifying the purpose for obtaining a consumer 

report 

1..2 Service Initiation, Justifacts agrees to perform Verification Services for the Client 
upon receipt or a proper:y executed Credential Verification Service Agreement as well a 
an executed Agreement to Abide by the fa:3-  Credit Reporting Act (Exhibit A). The 
Verification Services will be inNeted by the Client via order entry into .:wilifacts online 
Internet based wehsite, Justiwcb, or via an integrated and secure connection between 
Justifiers and Client. Justifacts will only perform those services specifically requested by 
the Client, 

1..3 Product Produced. Juslits.cts will elcarciii - cally return a completed Background 
Screening Report ("Report') detailing the results of the requested Verification Scrvige(s) lii 
the Client via the online ltuernet based system, Justiweb, or via an integrated and seoure 
conned.= between iusti&ots and Cli ent 

1.4 Customer Support Justilacts wilt provide Client with all kvels of customer support, 
consistent with ind.ustry standa.-ds. Customer Service will be -)rovided via live online that, 
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inbound :ive telephone calls, inbound mail, inbound email and inbounkl fax during normal 
business 'lours, currently betweer 13:00 am Eastern time and ti.:00 pm Eastern Time. 

1.5 Data Seeturity and Privacy. Justilacts shall maintain a comprehensive information 
security pro;..an, wrinten m onc or more readily accessible parts and that contains 
admittistrative, Wchoi4.111, and physical safegu2.rds that ale appropriate for the nature and 
scope of its activities, ar.d the sensitivity of the in tbrmai;or pimided to Justifacts by Client; 
and that such safeguards shall include the elements sct forth in 16 C.F.R. 314.4 and shall 
be reasonably designed in (i) insure the security and confidentiality of the inforrniation 
provided by Client, (ii) protect against any anticipated threats or hazards to the security or 
integrity ofsuah information, and (i ii) protect kiguitist unauthorized access to or use of such 
information that could result in substantial harrn or inconvenience In ay con:sumer. At 
minimum, Justifacts shall comply with the Access Security Requirements set forth in 
Exhibit "TA", Justifacts is not responsible for any disclosure or compromise of such data due 
to Clients acts or omissions or resulting from use 7if Clients logins and passwords, due to 
no fault of Justifaets. 

1.4 Record keeping. During the term of this Agreement, justifacts shall maintain Reports 
on the Justilaots system for a minimum of 5vveti (7) years in the active Justiweb database, 
and eight (8) to ten (10) years of data will bc stored on cold storagc. Following the 
expiration or termination of this Agreement, Justifacts will provide 	reasonable 
opportunity to allow Client to: (7..) download copies, of any Repor!..s, and/or 	obtain from 
Justifacts, at Justifacts then current fee, a disc or other similar media euntaining eopies of 
Reports. ANT len (10) years, Justifacts shall have no further duty to maintain copies of 
Reports for 1,ccess by Client. 

2. OBLIGATIONS OF CL/ENT, 

2.1 Exclusive Use, Clra agecs that the information will be requested for Client's 
exclusive use and shall not be resold, Ail eonstinier information will be held n strict 
conlidenee, except a permitted by law. Reports on applicants or employees will be 
requested only by Client's designated representatives, identified in writing to hstifacts by 
Client. Employees of Client shall be forbidden to attempt to obtain reports on themselves, 
associates, or any other person except in the exercise of their official duties. 

12 FCRA Compliance. Client will complete the itc, Waets Agreement to Abide by the 
Fair Credit Reporting Act ("Hxhihit A") and acknowledges -:hat they have received the 
following notices prescribed by the FCRA: l) Notice to Users of Conswner Reports; (2) A 
Summary of Your Rights under the FCRA; and (3) Remedying the Efiecls of Identity 
theft. 

2.3 GLB Ace Compliance. The fedeial (iranuri-Leaoh Bliley Act. 15 U,S.C.A Seetion 
6801 ct.seq (2000)., ("GUI Act") was enacted to proteer the use and disclosure of non-
public personal information;  including, in certain instanes, the use of identifying 
information only. Client agrees alai it 	comply with al:. CILB Act rer:v;irernenis as they 
apply to information provided by Justifactsmid shall testriet the use of such information for 
employment or background S ore ening purposes only. 

14 Data Security and Privacy. Client shall maintain a comprehensive information 
security program written in one or more readily aceessible parts and that contlins 
administrative, technical, and physical safeguards that are appropriate to Client size and 
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complexity, the nature and scope of its activities, 2.nd the sensiiivity of the information 
provided to Client by Justifacis; and that such safeguards sha.II include the elements set 
forth in 16 C.F.R.. § 314.4 ard shall be reasonably designed to (,i) insure the security and 
confidentiality of the information provided by Justififets, (ii) protect agilinst any tuiticipated 
threats or hazards to the sixurity or integrity of such information, and (iii) prote: against 
unauthorized access to or use of such information that could result in substantial harm or 
inconvenience lo any consumer. At minimum, Client shall comply with the Access 
Security Requirements set forth in Exhibit "Ir. 

25 /Alai counsel/advice. Clien1 tgrecs that Juslifauts is not engaged to provide legal 
advice arid that it is incumbent upon the Client to engage its own legal counsel to ensure 
that they are in compliance with all requirements of the FCRA as well as all other 
applicable state and federal laws. Client acknowledges that 3ustifacts does not offer 
opinions on report content and. that Client -shall base its screening process un its own 
background semen.* policy. Any 'brim provided by Justifacts are for informational 
purposes only and not for the purpose of providing legal advice, Justifacts recommends that 
Client have all forms reviewed by legal counsel to determine the s.uilability for Clients 
specific situation_ 

2.6 Record keeping. Because of the unique nature of the Verification Services provided by 
Justifacts and requirements placed on Juslifacts in [Raining inthrmation according to 
federal and state law and third-party contractual oblip,ations., Justifacts may perform 
periodic audits or be required to supply verification that Client is in compliance with this 
A,greement. Except for those documents hostod on Justifals system, Client agrees to 
maintain in its records a copy or all consent forms, disclosures and pre-adverse and adverse 
action notices for a minimum of 5 years and Client shall, upon reasonable notice., provide 
Justifacts or its desipated representatives such documents to show compliance with its 
obligations in this Agreement, 

2.7 Account Access, Client shall designate a primary contact (Contact) for the Justifacts 
account who shall be responsible for the administration and contro: of Clients =mini . The 
Contact shall identify and authorize all Client users and their level of access to the 
Justifacrs system arid will promptly notify Justifaets of any changes to users or access 
privileges. 

3, FEES. Client agrees to pay Justifacts for providing Verification Services according to the 
Fee Schedule set forth ira exhibit "C". It Client requests additional services not initially set 
-foi-th in the Fee Schedule, such added services will be hereby incorporated into this 
Agreement at Justifacts thcaseuvent rate unless otherwise mutually agreed-upon in writing,  
by the parties. Client acknowledges that it will he responsible for cl-orgeN resulting from its 
data input errors, duplicate reque.sts and molest cancellations initiated after p:.ocessing has 
commenced. Client shall rmy all pass.through fees incurred fi.om information sources 
(including hut not limited to The Work:A!, Nationa: Student Clearinghouse, DMV, courts, 
etc) for release of information or records used in compiling the Verification SelAccs.. Such 
pass-through fees are subject to change without prim notice. if at any time there are any 
changes in laws or government regulations that increase .1ustifacts 04.)st to provide services 
or reasonably requires additional services to he provided by lustifacts, or in Justifacts 
determination restrict its ability to reasonably continue to provide the service(s) in this 
Agreement, Justifacts may., upon providing prior written notice ftb Client (i) add a 
reasonable fee or pricing charge to cover the added evsts of providing the affected 
service(0, and/or (ii) modify cjr cease providing the affected service(s), Justithets will 

- _ 
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conduct annual audits of Client account to determine order history, number of re-ports 
requestea ;Ind criminal hit ratio (Number of reports with a erinLoal recorditolial number of 
criminal record reports requested). If the volume of requests does not meet anticipated 
levels, Justifacts may, upon previding 30-day prior writen notice to Cherq, increase the 
cost of services provided to meet the actual volume of report requests. lff the hit ratio for 
criminal records exceeds 25%, Justifacts may. upor. providing 30-day prior written notict 
to Client, increase the cost of criminal record sealch request to meet the higher rate of 
criminal records found. 

4. PAYMENTS. Justifacts shall invoice Client on a monthly basis and Client will .promptly 
review each invoice and notify Justifacts of any errors or disputes on or before the due date 
of such invoice. Within thirty (30) days of the date: of an invoice from justifacts, Client will 
submit payment for all undisputed atilaunt.s. It all undisputed amounts are not received by 
Justifacts by the due date, Justifa.ets may: (i) suspend Client's account until all delinquent 
payments are ,leceived, and/or (ii) charge Client a finance charge of I 'A% per month or a 
minimum of $1, whichever is greater, and/or (iii) charge a late fee of $15 for all undisputed 
amounts outstanding over 60 days. In the event of a dispute regarding fees or charges, the 
parties will use reasonable eftiots to discuss in good faith and come to an agreement 
regarding resolution of such dispute. Al] amounts to be paid herein will be in U.S. Dollars. 

5. TERM AND TERMINATION. 

5.1 Term. The term of this Agreement will he one (1) year from the date of this Agreement 
unless otherwise tetTninated as provided herein. The term of this Agreetrient shall 
automatically renew on a month-to-month basis until either party terminates the agreement 
by giving the other party not less than thirty (30) days written notice of termination before 
the end of the then current term. 

5.2 Material Breach.. For the puiposes of this Agreement. Justifacts will be deemed to be 
in material breach of this agreement in that event that; (i) there are consistent or repeated 
material errors or inaccuracies with regard to the Verification Services provided by 
Justifacts of which Justifitets has prior notice fi*re Client, and for which an opportunity to 
cure was provided; or (ii) Client receives repeated complaints liom Client Representatives 
regarding the Verification Services, Justifacts has notice of such complaints aud such 
complaints are not resolved to the satisfaction of Client.. For the purposes of this 
agreement, Client will be in material breach of this agreement in the event that (i) its 
dotal:lined that Client is not in compliance with any federal or state law caracoling the 
request, use or dissemination of information contained in the CIMMIUTIMT reports provided by 
Justifacts„ (ii) information is being requested by Client users on themselves or on 
individuals who have not properly aathorized the collection or use of the information (iii) 
information is being resold or (iv) Client fails to pay invoice within the agreed payment 
tcrms. If either party 'is deemed to be in material breach, the non-brcaching party may 
terminate this Agreement immediately upon writter notice that the material breach remains 
uncured fifteen (15) days after the breaching party's receipt of the written notice of the 
breach pursuant to Section 5.3 (i) below. 
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S3 Termination. This Agreement may be tertidnzed by the parties as follow: (i) Either 
party may terminate this Agreement at any firm- ir the., event of a material breach by the 
oiher party of any provision of this Agreement that rei-ns uncured fifteen (15) days after 
the breaching Party's receipt of written notice, or the breach; (0 Either priy may tern.....nate 
this Agreement immediately if the other party becomes insolvent, or is unable to pay its 
debts or perforin its obligations when due, or enters into or tiles (or has filed or commenced 
against it) a petition, arrangement, action or other proceeding seeking relief tic protection 
under the bankruptcy laws of the United States or similar Jaws of the United States or any 
state of the United States or transfers all of its assets to another person or entity. 

6, WARRANTY. Each party waiTants and represents to the other party that it has full power 
and authority to enter into this Agreement and to carry out its obligations hereunder. 
Justifacts warrants to Client that (1) Justifacts has the authonty to perform the Verification 
Services; (ii) durirg the term of this Agreement, Justifacts will comply with all laws 
applicable to the performance of' the Verification Services as welt as preparation, content, 
Licensing, distribution and trammiNsion of Ihe prndoets or services offered lor sale on the 
Justifacts website in each jurisdiction where such compliance by Justifacts is netlessary. 
Client warrants to Justifacts during the term of this Agreement, Client will comply with all 
14WS applicable to the Client in respect to the preparation, content, licensing, distribution 
and transmission and use of the 'Verification Scnrices provided by Justifacts. 

7, INDEMNITY. Climi Agrees to defend, indemnify and hold Justifacts harmless from any 
and all liabilities, damages, claims, and cast of defense or actions arising out of any claim 
(a) relating to the performance or breach or Clients obligations or responsibilities under this 
Agreement; (b) Mating to the prepara:ion, submission., dissemination or any infOrmation 
contained in ji report under dispute by a consumer, provide4 that ,lustiracts promptly 
notifies Client of the wiisumer dispute and Client takes any adverse. Liction against the 
consumer prior to receiving notification of the resolution of same from Justiracts. This 
indemnification and hold harmless provision wifl. extend to damages, costs, and the 
expense of defending any claim against justilaets. Juslifacts will promptly notify Client of 
any suit or threat of suit that may obligate Client to indemnify Justifacts unda the above 
provisions and be given reasonable opportunity to defend same. Justifac!:!, will reasominly 
cooperate with Client with regard to tbe defense of.  any suit or threatened suit and Client 
will have authority to settl.c., pay or otherwise dispose of any such suit or threatened suit, 
subject to the approval of .1ustifaels, which approval will not be unreasonably withheld. 

Justifacts agrees to defend, indemnify and hold Client harmless from any and all liabilities, 
damages, claims, and cost of defense or actions arising out of any claim (a) relating to the 
performance ,or breach of Justifacts obligations or responsibilities und.cr  this Agreement, 
This indemnification and hold harmless provision will extend to damages, costs, and the 
expense of defending any claim against Client. Client will promptly notify Justifacts of 
any s;ti,rit or threat of suit that my obligate Jumifacts to indemnify Client under the above 
provisions And he given reasonable opportunity to defend same. Client will reasonably 
cooperate with Justifacts with regard to the defense of any suit or threatened suit and 
Justifacts will have authari:y to settle, pay or otherwise dispose nif any such $1.L'it or 
threatened suit, subject to the approval of Client, which approval will not be unreaseinal 
withheld, 
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8. WARRANTY DISCLAIMER. EXCEPT AS EXPRESSLY SET PORTE IN THIS 
AGREEMENT, NEITHER PARTY MAKES, AND EACH PARTY SPECIFICALLY 
DISCLAIMS, ANY REPRESEN; rATIONS OR WARRANTIES, EXPRESS OR 
IMPLIED, 1NCLUDIN(3 ANY IMPLIED WARRANTY OF MERCHAINITABILITY, 
NON-1NFRINGEMENT„ TITLE, OR FITNESS FOR A PARTICULAR PURPOSE, AND 
IMPLIED WARRANTIES ARISING FROM COURSE OF DEALING OR 
PERFORMANCE. 

9. LIMITATION OF LIABILITY. EXCEPT WITH RESPECT TO (I) EACH PARTY'S 
INDEMNITY OBLIGATIONS HEREUNDER, 0.0 11REACIIES OF 
CONFIDENTIALITY OBLIGATIONS UNDER SECTION 10, AND (III) ACTS OF 
GROSS NEGLIGENCE OR WILLFUL MISCONDUCT;  IN NO EVENT WILL HITHER 
PARTY BE LIABLE TO THE OTHER FOR ANY SPECIAL INCIDENTAL, PUNITIVE 
OR CONSEQUENTIAL DAM AM, WHETHER BASED ON BREACH OF 
CONTRACT, TORT (INCLUDING NEOL1CiENCE) OR OTHERWISE, AND 
WHETIIER OR NOT SUCH DAMAGES WERE. FORESEEARLE, AND WHETHER OR 
NOT THAT PARTY HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH 
DAMAGE. 

10, CONFIDENTIALITY. 

1.0.1 Confidential Information. "Confidential information" will mean and refer to 
information about the disclosing party's (or its suppliers) business or activities that is 
proprietary and confidential including but not limited to.: O.) any and all information relating 
to the consumer reports. created at the request of Client; (ii) any and all information 
contained in any usage reports or related to all terms and conditions of this Agreement and 
all attachments hereto; (iii) all business, financial, technical and other information of a 
party marked or designated by such party as "confiderttiar or "proprietary"; or (iv) 
information which, by the nature of the circumstances suffounding the disclosure, ought in 
good faith to be treated as confidential, 

10.2 Exclusions. Confidential Information will ne4 include information that (i) is in or 
enters the public domain without breach of this Agreement, (ii) the receiving party lawfidly 
receives from a third party without restriction on disclosure and without breach of a 
nondisclosure obligation or (iii) the receiving party knew prior to receiving silch 
information from the disclosing party Or (iv) the receiving party develops independently of 
the other party's Confidential Information. 

10.3 Use xild Disclosure Restrictions. Each party agrees (i.) that it will not disclose to any 
third-party or use any Confidential Information disclosed to it by thc.: other except AS 
expressly permitted in this Agreement and (ii) that it will take all reasonable measures to 
maintain the confidentiality of all Confidential Information of the .other party in its 
possession or control, which will in no event be less than a reasonable degree of citre, 
NotwitlIstanding the foregoing, each party nn-ay disclose Confidential Information (1) to the 
extent ttquired by a cotort of competent jurisdiction or other ipvernmentat authority or 
otherwise 2M required by law or (ii) on a "need ,to-know" basis under a n obligation of 
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confidentiality to its legal counsel, awountarits, banks and other financing sources and their 
advisors or (iil) to the extent needed to complete the reque,ited Verification Services. 

11. GENERA.L. 

11.1 rtillodification. Any amendment;  modiEcation, supplement, or other eniange to any 
provision of this Agreement must be in writing an•d signed by both partics. Ali il7ricildrnents 
or modifications of this Agreement will bc Haling upon the parties despite any lack or 
consideration so long as such amendments °I modilications are in writing and executed by 
the parties. 

1 L2 Waiver, All waivers must bc ina. writing signed by the waivinii: party. The failure of 
either party to insist upon strict ,perfonnanec of any provision of this Agreement, or to 
exercise any right provided in this Agreement, will not he considered a waiver for the 
More exercise of such provision or right. No waiver of any provision or right will affect 
the right of the waiving party to enforce any other provision or right in this Agreement. 

11.3 Independent Parties. The parties to this Agreement art ;:ndependent parties and 
nothing heivin will be construed as creating an ornployment, agency, joint venture or 
partnership relationship between (be parties. Neither party wil. have any right, power or 
authority to enter into any agreement for or on behall'of, or incur any obligation or liabiEty, 
or to otherwise bind, the other party. 

11,4 N42 ASSiglinient Neither party may assign their obligations or rights under this 
Agreement without the other party's written consent, provided that either party may assign 
this Agreement witholit the other's consent to a successor in interest in the event of a 
reorganization, merger,, consol:dation, or sale of 811 or substantially all of 1:s assets. 

11.5 Compliance with LAWS. Each party will comply with all laws, rules, and regulations 
of the United States. This Agreement is in the English language only, which language will 
be controlling in all respects, and till versions of thEs Agreement in any other language will 
be for accommodation only and will not be knding upon the parties hereto. Alt 
corrim.unications aid notices to be made or given porsuai it to this Agement will be in the 
English language. 

11.6 Jfirimdiction. The Agreement will be governed by the internal laws of the state. of 
Pennsylvania without regard to conflict of laws provisions. Client hefeby irrevocably 
consents to the personal jurisdiction of the federal! and state courts sitting TL Allegheny 

14.1eS3 within or without County in lila State of Pennsylvania, and io service of pri 
Pennsylvania. Client further agrees that any court action relating to the 'enforcement of any 
judgment or seeking injunctive or other equitable relief will be brought in such courts. 

11.7 Construction, Ncept as specifically provided in this Agreement, all notices required 
hereunder will be in writing and will be effective when received. This Agreement, 
including any exhilits attached hereto, constiLites the entiTe understanding and agreement 
with tweet to its subject matter, and sr.:?ersedes any and all prior or contemporaneous 
representations, understandings and agreements whether oral or written between the parties 
relating to the subject matter of this Agreement. In the eVeT11. that any provision of this 
Agreement is found tu be invalid or unenforceable pursviant to judicial decree L3/ decision, 
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the remainder of this Agreement will remain valid I-3nd rivrrrceable according to its IcT:rs 
The section and paragraph headings used in this Agrcemciv. arc uise:ed bi o3venience 
only and will not affect the meuning or interpretation of :his Ag:veiners. 

The parties have duly executed tliis Aereen:12t.... by 	ati1t-1131nd signatures below 

Client:  k,1.1k9 C) ciZile4C) ...\:,A.,041-.10N} 	lustilkts C'srmlential Wrification, Inc. 

By: 	f ttfi: ' .  ".1 .,%.14 1 - ' 	 By: 	14.1A-1 i.7 
,cu,  Namc : 	Lik.)14 iloirrz_a_irku...e  VT 	Name; /1:4  krz,..., )4k' 

Title: 	 u1QECAtilVfitile.:  (.4 -- 0.1!ATJAue,./ .4014 

F,-Mai[  	ILI:241,-A010 lri 

Date:  7:SLAN E 42C 

 

cf,c4  Date: a  iez  thtr 
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lAhibi( A - AGREEMENT To ABIDE LW THE FAIR:21 i  
REPORTING ACI 

Client certifies and agrees; 

That it will comply with the Fair Credit Reportin,g Act as amended by the Consumer Credit Reporting R.eform Act of 
19% (hereinaftex FCRA) and all other applicable statutes, both state and federal, 

That each request for a consainer report cr un investigative consumer report is being obtained for 1he folloviing PutINnes 
and for no other purpose; 

X 	(A) for employment purposes 

(B) in connection with a business transaction involving the consurntr, which Is: 

(C) In accordance with the written instiliCtionS olihe consumer 

Thai ialbiniation will be rixpiested unly fox the Clicals. exclusive aise and will not be otherwise dismbuted or sold. 
shall use each Consumer Report only far one time use and shall hold the repori in stria cenfidence, except to the meal 
permitted by law. Reponls on employees will be requested only 'by Clicrit's designated represetnatives. Client users ;are 
forbidden to attempt to obtain reports on the 	associates, or any other person except in the exercise of their 
aricial duties. 

Thal each time a requital for a consumer report ancVor a investigative consumer report is rade of lush facts for 
miglittraent pistaMi_ill Client WiN comply with §601(b) and §604(a) of the FCRA and that each time a request for an 
investigative consumer report is made of lustifacts far any rier  loymentianinse,  Client will comply with §606(a) 
of the FCRA: 

§6044(b); (I) the censtamer has be givei a clear and conspicuoas written drst: Imam, n advance (in a 
document that consistS solely of the disclosure), that a consumer ieport may be rtyquested for employment 
purposes; (2) the consumer has authorind the Client, in writing, to piottrre the report, (3) the information in 
the consumer ireporl will not be used iin violation of any applicable federal or slate equal ent13]DYIIIellt 
opporinmity law or regulation as well as any law providing consumer credit or committee identity protection, 
(4) belbre taking adverse action, based in whole or in part on the report. Client will; (a) provide the consumer 
a copy of the report and a copy of "The Summary oh Your Rights under the FCRA''"„ (b) allow the consumer 
a de,signaled period of time to coinaci Justifaets if the consumer wishes to dispute any information in the 
consumer report; (c) provide the JUStifaCts COMaC4 information.; and (Cl) provide a final adverse action notice 
to the consumer if a final adverse employment decision is made. 

§606(a); (1) provide the consumer with a clear and accurate written disclasure, no later than three days after 
the report is requested, that a repurl may be made including ittforination as to their character, geneial 
reputation, personal characteristics and mode of living; (2) provzde the consumer a curry or the 'Summary of 
Your Rights under the FCRA"; (3) provide a statement that the consumer has the right to request additional 
disclosures and to provide these disclomues when ix:gat:Med by the cormumer. 

That Client has received the following notices pmsoribed by the FCRA: (1) Notice to Users of Consumer Reports; (2.) A 
summary of Your Rights under the FCRA; and (3) Remedying, the Effects of Identity Theft, it is incumbent upon. the 
client to engage its own legal cOthiLse I to ensure that they are in compliance with a requirements of the FCRA as well as 
all state tind federal employment law. 
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A (7CE19-1.:11 11.1t- 
lusiihscoi C11141E11.011 1ri lial %, !H e. 

Sig:whirr 4,7  
Priv' N 	..A4rets. 

111a individual whom signature appears below rupreseas that they iire authorized to creer b1IQ nus agreemeal on hdlair 
of the Client 

t. 1.IL NI I 
Company: 	(.67 	)1'41:.1 	vy,,jtc, 

Signature; 

flint Name.  0.0UN-140  WAISU-ttAgT 
Tille;IALLIMIAISL RESC&LeCIECCate.eQMIt______. 

Datt: 

 

0 
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- leteee Sectiribs Ret itirement 

We must work together to protect the privacy and infirmetion a consumers. e reaming information security 
measures are designed to reduce unauthorized accesS to consumer 'Worm Lion it is Clients responsibility to 

	

implement 	these 'enrols. histilacts reserves the right to make changes to the Access Security Requitement 	thout 
notificatitin. 

Client understands that the access secer ty req ueem ts are compeehensive and the! some requiremerts rriay not 
apply if reports are being stored on Justeacts system only ;Ind riot electron:Lelly si orec by me. In accessing the 
services provided be Jtestif acts, Client agree.s o follov•. :nese secerity requiremeire 

L Implement Strong Access Control Measures 

Do not provide your account Access Codes or passwords to anyone No one from lustJacts wjl 
ever contact you and request your Access Codes or password. 

	

1.2 	Proprietary or third party system access software must have Access Codes. aril paiseweedee iader 
or embedded, Account numbers and passwords should be knowr only IyS LI pprostry personnel. 

	

1.3 	You must request your Access Cade password be changed en tr Al0ly 
• Any system access software ie replaced by system ateess software or is no longer used; 
'The hardware on which the software resides is upgraded, changed or disposed of 

	

1.4 	Protect Justifacts Access Code(s) and 	sword(s) so t -,a: only icey personnel know ths sensitive 
information. Unauthorized personnel should not ha'hie enewledge of your Accees :odes 1 and 
password(51. 

	

1 .5 	Create a separate, unique user ID for each user to enable iedividuat authentication and 
aecountatiiley kn access to the emelt reporting agency's infrastructure. Each user of tne system 
access software must also have a unique logo's password. 

	

1. ti 	Ensure that user tDs are not shared and that no Peer-to-Peer file sharing is pia toed on those users' 
profiles. 

1. 	Keep user passwords Confieential 

	

1.8 	Develop strong passwords that are: 
• Not easily gueseaele (i.e. your name or company name, repeating nurebe,s aria letters or 
cor secutive numbers and letters) 
• contain a minimum of seven (el alpha/numeric Characters for standard user accceetr, 

	

1.9 	Implement password pretected screensevers with a maximum fifteen (15) minute tireeout to 
protect unattended 'workstations. 

	

1.10 	Active iteens to Justifacts information systems mest kie configured with a 3C minute inactive 
seeelon, timeout. 

	

1.11 	Restrict the number of key personnel wic have access to Justifacts information. 

	

112 	Ensure th.at oereonnet who arc au thorixed access to Justhets information have a business need to 
access such information and urefereland these receirements to access suc- neemation are only 
for the pereessible purposes 	in the Permissible P-rpose Informa Leer section of your cliert 
application. 

	

1.13 	rest.' re that you and yoer employees do not access you" ewe beregreundicrecle reports or those 
reports ol any family m.emberlsI o friend(s) unless it is in eonneceon with a business trensactioe or 
for another permissible po ,  pose. 

	

1.14 	Implement a process to terminate access rights immediately for users who access lose Forts 
information weer' those users are ter-1 eta tee or wher they have a ,change :n their Ole lases kind no 
longer require access to that credit information. 

	

1.15 	After normal business hours, tern off and tick all devices or system; used to access Justifacts 
repOrting systems and information. 

	

1.1e 	Implertient physical security controls to prevent unauthorized entry to your facility and ices to 
systems used to obtain b-ackground reporting and credit informatiore 
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2, Maintain a Vulnerability Management Program 

2,1 	Keep operating system!: Firewalls, Router s, servers personal' coMputers {laptop and desktop) and 
all other systems current with appropriate system patches and updates. 

2_2 	Configure infrastructure such as Firewalls. Routers. personal computers., and similar components to 
industry best security practices, including disabling unnecessary services or features, removing or 
changing default passwords, IDs and sample files/programs, and eriabkng the most secure 
configuration features to avoid unnecessary risks. 

2.3 	Implement and follow current best security practices for Computer Virus detection scanning 
services and procedures.; 
• Use, implement and maintain a current, commercially available Computer Virus 
detection/scanning product on all computers, systems and networks. 
• If vou suspect an actual or potential virus, immediately cease accessing the system and do not 
resume the inquiry process until the virus has been eliminated. 
• On a weekty basis at a minimum;  keep anti-virus sofivioare up-to-date by vigIntI ,nhiN:k.ng or 
configu ring auto updates and installing new virus definition files. 

2.4 	implement and follow current best security p-iit:nricc-5 for computer anti Snywa re scanning services 
and procedures: 
* use, implement and maintain a current, commercially available computer anti-Spyware scanning 
product on all computers, systems and networks. 
• If you suspect actual or potential $pyware, immediately cone accessing the system and do not 
resume the Inquiry process until the problem has been rinalved and eliminated. 
• Run a secondary anti-Spyware scan upon completion of the first scan to ensure all Sbyware has 
been removed from your computers. 
• Keep antilpyware software up-10-1;14 11t by vigilantly Our .1/4 .  tIKinmniimuring auto updates and 
installirig new anti-Spyware definition files weeldy,, at a m n mum. If your company's compute.,F, 
have unfiltered or unblocked access to,  the Internet .:whicr prevents access to some known 
problematic sibin), then it rs recommended that anti-Spware scans be completed more frequently 
than weekly. 

3. Protect Data 

3 I 	Develop and follow procedures to ensure that data is protected throughout its entire irformatIon 
lifecycle [from creation, transformation, use, storage and secure destruction) regardless of the 
media used to store the data rte., tape, disk, paper, etc.) 

3,2 	fustifacts background reporting and credit data is classif ea as Confidential and must be secured 
o this requirement at a minimum. 

33 	Procedu res for transmission,. disclosure, storage, destruction and any other informatlor modalities 
or media should address all aspects of the lifecycle of the Information. 

3,4 	Encrypt al! lustefacts reports and Information when stored on any laptop computer and in the 
database using MIS or 3DES with 128-bit key encryption at a minimum. 

3.5 	Only open email attachments and links from trusted sources and after verifying legitimacy.  

4. Maintain an Information Security Policy 

4.1 	Deve,,.op and follow a security plan to protect the Confidentiality and integrity of personal 
oonsumer Information as required under theiGLB Safeguard Rule. 

4,2 	Establish processes and procedures for responding to Security violations, unusual or suspicious. 
events and similar incidents to Wit damage or unauthorized access to information assets and to 
permit identification and prosecution of violators, 

4.3 	The META Disposal Rules requires that you implement appropriate measures to dispose of any 
sensitive information related to consumer credit reports and Tecords that will protect against 
unau thorized access or UR of that information. 

4,4 	implement and mainum ongoing mandatory security training and avoareness sessions for all staff 
to underscore ti-e HportancO of security within your organization. 
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S. Build and Maintain a Secure Network 

5.1 	Protect Internet conriections with dedicated, inclustry-recognized Firewalls that ore configured and 
managed using industry best security practices. 

5.2 	worried prate Internet Protocol tPJ addresses must -at be publicly accessible or natively routed 
to the Internet. Network address translation iNATI,  technaloky should be used, 

5.3 	Administrative access to Firewalls and servers must be performed through 1 secure internal! wired 
connection Only. 

SA 	An/ stand alone computers that ,airectly access the Internet must have a desktop Firewal I deployed 
that Is installed and con'Vaured to block unnecessary/unused ports, services and network traffic. 

5.5 	Encrypt Wireless acces,3. po nts with a minimum of WEP 12a bit encryption, WPA encryption where 
available. 

5.6 	Disable vendor default passwords, 5Slas and IP Addresses on Wireless access points and restrict 
authentication on the configuration of the access. point. 

6. Regularly Monitor and Test Networks 

6.1 	Perform regular tests on information sisostern5 (port scaisMns, virus scanning, vvirierablihi 
scanning). 

6.2 	Use current best practices to protect your •:elecammunicatioris systems and any -computer system 
or network device(s) you use to provide services hereunder to acoess Justlfacts systems and 
networks. These controls should be selected and implemented to reduce the risk of infiltration, 
hackhlg, access penetration or exposure to an unauthorized third party by: 
• protecting against intrusions; 
• securing the computer systems and network devices; 
• and protecting against IntrUsions of operating systems or software. 
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h iLik C — Fee Schednie 

Justifacts Credential Verification, Inc Bactgrouncl CriecK solution ircludes: 

  

 

Background Check Package (Colorado) 
Statewide Unified Criminal Court Search* 
National Criminal Database Search** 
(Includes Sex Offender Registry) 
Federal District Criminal Court Search 
Social Securi_Trace (Name _& Address _Verification) 

  

 

$14.00 
$6.00 

$6,00 
S2 .00 

per name 
per name 

per name 

 

 

  

Base Total: 

Background Check Package w/ NIVR (Colorado) 

$28.00 

Statewide Unified  Criminal Court Search* $14.00 
National Criminal Database Search** $6.00 
(Includes Sex- Offender Registry) 
Federal District Criminal Court Search $6.00 
Social Security Trace (Name & Address Verification) $2.00 
Motor Vehicle Record Check* $5.00 

per name I 
per name 

per name 

per check  I  

Base Total: 

Background Check Package (Out-of-State) 
Best Practices Criminal Court Search* 
National Criminal Database Search** 
(Includes Se( Offender Registty) 
Federal District Criminal Court Search 
Social SECurity Trace (me & Address Verification) 

$33.00 

$19.95 
$6.00 

$6.00 
$2.00_ 

 

per name 
per name 

per name 

 

  

Base Total: 

Background Check Package WI MVR (Out-of-State) 

$33,95 

Best Practices Criminal Court Search* $19.95 
National Criminal Database Searca" $6.00 
(Includes Sex Offendr Registry) 
Federal District Criminal Court Search $6.00 
Social Security Trace (Name & Address Verification) $100 
Motor Vehicle Record Check* $5,00 _ 

Base Total: 	 $38.95 

per name 
per name! 

per name i  

per check 

StartuD Facka,geI Justifacts Credential Verification, Inc. 



Individual Options Acid any of the bdow searches to a psvicage or order 

/ 	Single County Criminal Court Search* 	 $11.00 per name 
2 	State Criminal Record Check* 	 $6.00 per name 
3 	Nation 	 * 	 $6.00 per nameal Criminal Database Search* 
4 	Federal District Criminal Coln Search 	 $6.00 per name 
5 	Motor Vehicle Record Check* 	 $5.00 per record 
6 	Confirmation of DegreelEducation 	 $800 per degree " 

Professional License Verification 	 $8.00 per license 
Basic Employment Verification* 	 $9.50 per employer 

9 	Comp Plus Employmerst Verification* 	 $14.00 per employer 
10 	Credit Check (Experiao) 	 $6.50 per report 
11 	5 or 10 Panel Drug Test-Urinaly 	 $30.00  per testsis*** 	 

Sgrvice 	_ 	 Price 
Account set-up and access levels for unlimited Client users 	 Included 
Online report ordering and retrieval 	 Included 
Online Applicant web portal 	 rncluded 
Onhne Administrative Reports 	 Included 
Online Adverse Action Letters 	 Included 
Online Resource Center 	 fricluded 
ATS/HRIS integration 	 Included 
U.S. Rased Customer Support (Telephone, email, live chat) 	 Included 
Automated status notific.atiorz 	 Included 
Individualized Assessment Tool 	 Included 

Optional Features: 

Applicant Tracking System 
Electronic 19 System 
Employee Monitoring System 
Adverse Action Letter Handling 
CA applicant check box/AB 1068 report delivery 
Order Entry 
System Customization options 
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Fe.;is lotted by Fedentil, 'State, Conty oi id other 9nvernmental agenciet, for !.earelies undertaken will be pasi;ed thmugh to 
S-ubscriber in addition to P'ke 4ees izhargedo Justifacts. Such fres may anoude r.ase copies assoriatrd moth records round. 
administiative fees, aridioi ihird-narly fees. Additiuraf .crirrune: searabes includcl counties ?Xhiettl by S.:bscriber outside of those 
found by the social trace. iddig iases and maider names Will be billed at a la carte rates. 

Fees levied by eduCational institutions andtd,  errployers_ and those whc,  fwd.! reiar ed third party vendors to respond to 
reqd.aezts fok verifications of education and emp4oyrrient ll be passed througn to Subscriber in addition r.12,  e fees charged by 
Justifacts. 

National Criminal Database if a criminal re td is incliolled on Hir National (-Janina Databa%r searrk, the itopropriate tpunty 
rnimina record search will autonvticaliy be added at the additional county search cost. 

OfticueMedicil TeskimPridag: 
In Network :A drug/medical testing performed at In Network collection facilities (tabf.:bip Orani Otitneti Patient SiVol Le 
Centers or other laboratory-owned and managc-d collection facilities authorized for Si,,bscriber's use. but eluding laboratory 
preferred third Toady lelwork collectino sites) includes the t.L.,St oFGpedineri collection, laboratoly testing arid MR0 reviel,y. 

Preferred 'Third P;mty Networ'kFte The "Prefernd Network'.  druclitried;cal testing cenice fee is incuqed roi'rNen us'ing a Preferred 
Clinic Network facility. 

..7:fui of Network Fce: The 'Out of Network" drUgintedical test ng scri,ir.e fee is incurred wheri using collecton fad 'tics that a -re 
Out of Nrtr r r., .nAot pre ostahnshed and authorized for Y.A.D5(:' bers prograr. 

Additionally, there 4 a $0.25 security/COrrIpliarice 	p121 -  cilch report reauested. 
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Yrs 	Mo 

Prewlo,..4 Address: 

City: 	 5tate 	ZP 	 Hew Long: 

Physical Slreet Address (no. P.O. bo:g numbe-s, please). 	 Vt—ke.-c 
City:C1MrOil Artaifjyi-) 	 State: Co ZIP.  '&551   'Yrs 	rob 
Corporal Phone: (970) 244-1516 	Fa 	1 	 Is ihls !asjdentlal address?0 Yes  at. 

Do you own icir lease the bwIdIng In which yriti are located? (please check one:: E] Own D Lease 

Client Application 

    

    

 

4A), 

 

Justifects Credential VesIfIcAtIon, 
MO Logan Ferry Road 
Murrysville, PA 1.E6GB 
PH (412) 798-4790 FX 1412} 7984799 

  

    

--taMosql _ 

phone. 	(cria 
Supervisor Title: Hg. 

IGO 

Oae ofAppccn: CAP /04 
*portant: All itifonmatIon must be comp!fted In Its  ritHt P.•c-ase pint clear y arld Ii q bIy 110, ensure acci, rate ant tknely 
ptocessirl, 

C.ompany Name: Qt11_01P ClittiNtS 34.4."....x.1-10 N. 	Years r ELsress- 	Yrs 	Mc) 

Type 	rshj indicate one):U ParinIship Li sole owner n Nonprol: 	Corporaiio- j LLC n LIP 
triGNT Do you h 	any o 	company narnets) or 11 a? u Ye 	jNc f Yes, .7..ease rst: 

Pleas9 descrbe the ne)luto  a your business.: Loc. al G04 exicpyluTit, 

Stale crr IncorporatOn;  Qc ()rota 

Primary Con lact 

(Th 
atirgad Name: 

Title or Position: 	Einatty-  iorAtelsistit  nA, cArn 
Supervisor Name: alerijkitm_ 

.Address: 	a50_. N.JVh 
Qrrjrd 	rcv. 	 Slaw 00 

AffliLatecl or ParQnt Company information 

Affiliated or Parent Company l'iterne: 
Contact Mira 	 

Address: 
City' 

        

     

State: 

Titio: 
Phone: 
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Jos Wads Credential Verification 
Membership Application - Continued 

Permissible Purpose/Appropriate Use 
	

(AppicaIlan wid lot be urn:assail unless this initernalior is ;;:ovidect.) 

Please describe the }ciecilic  purpose for %which Jusbracts product information wit be used. {What till you do with he itoriiaipvi obtained?) 
Th 	rcIIüri Piet'S be (A:A ip ntorl. Provide xiditional Denali if Necssar, 

el Employment Background Screening 
0 Tenant Background Screening 	 

E] Other Provide °Mailed Description of Purpose 

I certify that my business is not included on the list of 'Unauthorized End Use Business Types'. I have read and 
understand the "Notice to Users of Consumer Reports" and the "Access Security Requirements" and will lake all 
reasonable measures to enforce thorn within my facility. I understand that the access security requirements are 
comprehensive and that same requirements may not apply ff reports are being stored on Justifacts system only and not 
electronically stored by me, I certify that I am the end user of all information provided by .fustlfacts Credential Verification 
and will use this information for no other purpose other than what is slated in the Permissible Purpose/Appropriate Use 
section on this application and for the type of business listed on this application. I will not resell the report to any third 
party. I understand that if Justifacts system is used improperly by company personnefr  or if my access codes are made 
avaiFable to any unauthorized personnel due to carelessness on the part of any employee of my company, I may he held 
responsible for Mandel losses, fees, or monatanj charges that may be nourred and that my access privilege may be 
terminated, 

Q 	GigiNt•-1 0  
Company Name 

kPi HRZL-L 	\ley-FIN 	TE bkQE(L-it)k 
Type or Flint Name of Authorized Person 	 Titfe 

-  
Date 2c)\  Authorized Signature 
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